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1. Introduction/Discussion
During SA2-151e, the Assumptions of KI#5 is updated to the following:
	Edge Node Sharing is a deployment option based on agreements between two or more parties (the operator providing the connectivity and one or more 3rd parties or other operators providing the Edge Cloud Compute Resources.
To support the Edge Node Sharing scenario in which EAS's are hosted by one or more partners (3rd party or another Operator), the East/Westbound interface (defined by GSMA OPG) can be used to provide the serving operator with application instance access information. This approach allows the serving Operator to performing service discovery and delivery as when the application was delivered from an EHE in the serving Operator's own network.
The Edge Node sharing allows the Home and Visited PLMN to incorporate EASs that are hosted on Edge Node sharing partners Edge compute resources without impact on the roaming solutions.


It states that the EWBI can be used to provide application instance access information between PLMNs in the Edge Node Sharing scenario, this contribution proposes a new option for Sol#38 assuming EWBI support the capability for exchanging application instance access information between PLMNs. In the new option, OP platform acts as the role of AF, and interacts with NEF via SBI-NR interface.
N6 traffic routing information is included in EDI for indicating how to route edge traffic between PLMNs.

Besides, this contribution solves the following EN:
Editor's note: How to support the end-to-end QoS requirement e.g. low latency requirement for edge computing when the traffic routing from Operator B's UPF to Operator A's DN is FFS.
In clause 3.35 of GSMA OPG.02[5] it says as following:
	Note that network resources remain managed by Operator B, the operator providing the actual mobile network connection to the user, and IP connectivity between Partner A's edge node and Operator B is managed to ensure end-to-end QoS delivery for the subscriber.  ….


The above quoted text means the the GSMA OPG Platform will be in charge of managing the IP connectivity to ensure end-to-end Qos requirement e.g. low latency requirement for edge computing when the traffic routing from Operator B's UPF to Operator A's DN, which is IP connection after the N6 interface. 
[bookmark: _GoBack]From SA2 perspective, to make sure the packets routing from Operator B’s UPF to Operator A’s DN receives proper QoS treatment, the Operator B’s UPF marks the packets with appropriate DSCP value. Also as usual the tunnel can be established between Operators.  So a NOTE is added for descripting this.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-48-030.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc106120974]6.38	Solution 38 (KI#5): EAS Discovery for EHE shared with other PLMN
[bookmark: _Toc106120975]6.38.1	Description
In Key Issue#5, the following aspects shall be studied:
-	investigate potential impacts related to the GSMA Operator Platform Group work on EAS discovery.
Edge Node Sharing scenario is one use case defined in clause 3.3.5 of GSMA OPG.02 [5], in which case EAS A (hosted by Operator A) is to be accessed by Operator B's network. This solution aims to solve the EAS discovery for the Edge Node Sharing scenario. From Operator B's point of view, the EAS deployed in Operator A's network is equivalent to the case that 3rd party provider hosting the EHE. Application provider (AF) creates EDI (EAS Deployment Information) corresponding to Operator A's network, and Operator A forward EDI to Operator B instead of the application provider. 
There are two candidate options to provision EDI to serving Operator: (1) based on interaction between NEFs from different PLMN; (2) based on EWBI interface defined by GSMA OPG.02[5].
Option1 - NEF based EDI provision to serving Operator:
Operator A needs to translate the EDI provided by AF to an EDI corresponding to Operator B's network, and also N6 traffic routing requirements could be included in EDI for instructing how to route traffic from Operator B's network to the Operator A's EHE. It is assumed that AF only has agreement with Operator A. NEF is in charge of translation between EDIs, it translates DNAI corresponding to Operator A's network to DNAI corresponding to Operator B's network.
NOTE 1:	The translation of DNAI could be based on configured relationship between DNAIs from different operators, or NEF could retrieve Operator B's DNAI dynamically, e.g. based on solutions from KI#7 described in clause 5.7. The N6 traffic routing requirements could be determined based on SLA between Operators (similar to the way how AF configures N6 traffic routing requirements currently).
Option2 - EWBI based EDI provision to serving Operator:
EWBI defined by GSMA OPG.02[5] is used for exchange EDI information between PLMNs, and it assumes EWBI support the capability for exchanging application instance access information between PLMNs. The OPG platform could interact with NEF of serving PLMN via SBI-NR interface for provision of EDI.

Editor's note: How to support the end-to-end QoS requirement e.g. low latency requirement for edge computing when the traffic routing from Operator B's UPF to Operator A's DN is FFS.
NOTE x: Per SLA agreement between operator one dedicated IP connection can be established between Operators , which will be in charge of satisfy the end-to-end QoS requirement when the traffic routing from Operator B’s UPF to Operator A’s DN, and UPF could mark the packets with appropriate pre-configured DSCP value for traffic routing Qos fullfillment between PLMNs.
[bookmark: _Toc106120976]6.38.2	Procedures
6.38.2.1 Option1 - NEF based EDI provision to serving Operator:
The EAS discovery procedure for Edge Node Sharing scenario is defined below.


Figure 6.38.2-1: EAS discovery procedure
1.	AF invokes the Nnef_EASDeployment_Create operation with EDI1 corresponding to Operator A.
2.	NEF of Operator A translates the received EDI1 from AF to a new EDI2 corresponding to Operator B:
-	NEF translates DNAI in the received EDI1 to the DNAI of Operator B, and includes the DNAI of Operator B in the new EDI2.
-	(optional) NEF adds N6 traffic routing information in the new EDI2.
NOTE 1:	The translation of DNAI could be based on configured relationship between DNAIs from different operators, or NEF could retrieve Operator B's DNAI dynamically, e.g. based on solution from KI#7, described in clause 5.7. The N6 traffic routing requirements could be determined based on SLA between operators.
3.	The NEF of Operator A sends Nnef_EASDeployment_Create Response to the AF.
4~7.	The same as steps in EAS Deployment Information management in the AF procedure as defined in figure 6.2.3.4.2-1 in TS 23.548 [3]. In step 3, EDI2 corresponding to Operator B is included in the Nnef_EASDeployment_Create operation. In step 4, NEF#B could do authorization on the request from NEF#A.
8.	The same as EAS Deployment Information management in the SMF procedure as defined in figure 6.2.3.4.3-1 in TS 23.548 [3].
9.	Step 3~19 of EAS Discovery procedure in figure 6.2.3.2.2-1 in TS 23.548 [3] is reused, with the following difference:
	In step 16, after determining the DNAI, SMF could determine the N6 traffic routing information for the DNAI based on the N6 routing Information in EDI.
6.38.2.2 Option2 - EWBI/AF based EDI provision to serving Operator


Figure 1: Figure 6.38.2-x: EAS discovery procedure based on EWBI
NOTE x: The serving PLMN gets EDI of PLMN, which share the EHE, via EWBI interface, and GSMA OP platform could act the role of AF. It assumes EWBI support the capability for exchanging application instance access information between PLMNs.
1.	AF invokes the Nnef_EASDeployment_Create operation with EDI1 corresponding to PLMN hosting EHE. The EDI1 contains DNAI(s) corresponding to PLMN hosting EHE.
2. NEF translates the received EDI1 from AF to a new EDI2 corresponding to UE’s serving PLMN:
-	NEF translates DNAI in the received EDI1 to the DNAI of serving PLMN, and includes the DNAI of serving PLMN in the new EDI2.
-	(optional) NEF adds N6 traffic routing information in the new EDI2.
NOTE 1:	The translation of DNAI could be based on configured relationship between DNAIs from different PLMN, or NEF could retrieve serving PLMN’s DNAI dynamically, e.g. based on solution from KI#7, described in clause 5.7. The N6 traffic routing requirements could be determined based on SLA between operators.
3.	The NEF of Operator A sends Nnef_EASDeployment_Create Response to the AF.
4~5. NEF stores the received EDI into UDR. 
6.	The same as EAS Deployment Information management in the SMF procedure as defined in figure 6.2.3.4.3-1 in TS 23.548 [3].
7.	Step 3~19 of EAS Discovery procedure in figure 6.2.3.2.2-1 in TS 23.548 [3] is reused, with the following difference:
	In step 16, after determining the DNAI, SMF could determine the N6 traffic routing information for the DNAI based on the N6 routing Information in EDI.

[bookmark: _Toc106120977]6.38.3	Impacts on services, entities and interfaces
EAS Deployment Information (EDI) is extended with N6 traffic routing Information for DNAI.
NEF:
-	supports EDI translation.
AF:
-	supports the new EDI.
SMF:
-	supports N6 traffic routing Information in EDI.NEF.

* * * * Second change * * * *

* * * * Third change * * * *

* * * * Fourth change * * * *

* * * * Fifth change * * * *

* * * * End of changes * * * *
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